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This submission addresses Clauses 2-20 of the Bill, which relate to the collection and retention of DNA and associated records.

Retention of innocent person’s DNA profiles
In September 2009, the Council of Europe’s Committee of Ministers concluded that the Home Office proposal for the automatic destruction of DNA samples "appears to reflect the terms of the judgment", but that its proposals to retain DNA profiles 6 or 12 years after arrest (contained in its consultation) did not conform to the requirement for proportionality. 
 The Committee also expressed the view that the proposals did not meet the requirements of the judgment with respect to children. Further, it criticised the lack of an independent review of the justification of the retention of individuals' DNA profiles, and the poor quality of the scientific evidence provided by the Home Office. 

The Government has since made minor modifications to its proposals, contained in the Bill.
 The Home Office has also published new evidence which it claims justifies the new proposed retention times. 

The previous (widely criticised
,
,
,
) analysis was based on ‘conviction-to-conviction’ (the likelihood of a convicted person being re-convicted), which was then extrapolated to people who had not been convicted. The new analysis is based on ‘arrest-to-arrest’ (the likelihood that an arrested person against whom no further action is taken is later re-arrested). Neither piece of research shows that persons who are arrested but not convicted have a greater risk of offending than the general population – the second piece of research shows only that they have a greater risk of re-arrest. 

GeneWatch UK has provided a detailed analysis of the latest figures on crime detection to the Home Affairs Committee, including a discussion of the role of DNA in individual cases. 
 The available data suggests that the proposed approach is not proportionate because neither the Criminal Justice and Police Act 2001, nor the Criminal Justice Act 2003 have led to a noticeable increase in the number of crimes detected using DNA, despite a massive increase in the number of individuals’ DNA profiles that have been collected and retained. 
In December, the Committee again welcomed the destruction of samples and the (revised) plans to introduce time limits on retention of DNA profiles, but
:

“nevertheless noted that a number of important questions remain as to how the revised proposals take into account certain factors held by the European Court to be of relevance for assessing the proportionality of the interference with private life here at issue, most importantly the gravity of the offence with which the individual was originally suspected, and the interests deriving from the presumption of innocence (see paragraphs 118 – 123 of the judgment), and requested, accordingly, that the Secretariat rapidly clarify such questions bilaterally with the United Kingdom authorities”.

The Committee also noted that further information was also necessary as regards the institution of an independent review of the justification for retention in individual cases.
The retention of records from innocent people generated most responses to the Home Office consultation (384) with “the significant majority opposed to any form of retention of profiles and fingerprints for persons arrested and against [whom] no further action was taken or [who were] acquitted”. 
 A number of people also referred to the system in use in Scotland and considered that it provided a useful approach in retaining the data of only those in this serious category of offences. However, as far as we are aware, no submissions supported the proposals currently contained in the Bill. 
Scotland’s legislation for DNA records is an attempt to address the very rare subset of stranger rape cases that may involve a match with the stored DNA profile of an unconvicted person (see GeneWatch UK’s submission to the Home Affairs Committee8). This situation arises largely because of the poor record of the criminal justice system in dealing with violence against women. 

At 1 December 2007 there were a total of 440 DNA profiles held under this Scottish legislation.
 In contrast, at 24th April 2009, there were an estimated 986,185 persons with records on the National DNA Database with no record of conviction, caution, reprimand or final warning on the Police National Computer (PNC).

In GeneWatch’s view, the decision to retain innocent persons’ DNA and fingerprint records for six years after arrest (three years for children) is disproportionate, probably unlawful, and not justified by the available evidence regarding crimes solved using DNA.

Failure to delete Police National Computer Records

In 2000, Association of Chief Police Officer (ACPO) Guidelines required the deletion of Police National Computer (PNC) records 42 days after acquittal or proceedings were dropped, except in narrowly defined circumstances (when records could be retained for up to 5 years).

Subsequently, as stated in the National DNA Database Annual Report 2005/05 (page 9): “In support of the powers provided by Section 82 of the CJPA and Sections 9 and 10 of the CJA, it has become necessary to retain a nominal record of every person arrested for a recordable offence on the Police National Computer (PNC) to enable a link to be made between the DNA profile held on the NDNAD and fingerprints held on the national automated fingerprints database (IDENT1) to help the police identify and locate an individual following a match being obtained on the NDNAD”. 

Thus, since December 2005, when the necessary changes to the computer systems were completed, all Police National Computer records of arrest, as well as all records of reprimands, final warnings, cautions and convictions have been retained indefinitely (nominally until age 100). PNC records are available to a wide range of agencies.

It is the PNC record that the police access when they do a ‘name check’ and this can result in different treatment by the police: the case of David Sweeney in Manchester is an example.

The Rehabilitation of Offenders Act does not apply to US visa law and "people who have been arrested, even if the arrest did not result in a criminal conviction" may not be eligible for the Visa Waiver Scheme or may be refused a visa altogether.
 Information disclosed in an Enhanced Criminal Record Check can include "non conviction information, if in the opinion of the Chief Officer it is considered to be relevant to the post or position applied for".

Under the current ‘exceptional cases’ procedure, records on the National DNA Database (NDNAD), IDENT1 (the fingerprint database) and the Police National Computer are deleted if an individual is successful in his/her application for removal. The provisions in the Crime and Security Bill 2009/10 allow only for the automatic removal of records from the NDNAD and IDENT1. The Home Office has confirmed to the Observer that it does not intend to delete innocent people’s PNC records. 

For innocent persons on the DNA Database, the provisions in the Crime and Security Bill 2009/10 are worse than the current ‘exceptional cases’ removal procedure followed by Chief Constables, because records of arrest on the Police National Computer (PNC) will be retained indefinitely.
 Retention of these records gives rise to stigma and discrimination and can lead to refusal of a visa or a job.  

It is difficult to see how the indefinite retention of PNC records from innocent people can be regarded as compatible with Article 8 of the Convention.

Lack of appeals procedure and exceptions for terrorism- related offences and risk of terrorism
The judgment of the European Court of Human Rights is clear that retention of data must not be arbitrary (paragraph 99), and, as noted above, the Committee of Ministers has specifically asked for information regarding independent review of decisions. 
In the Bill, a Chief Constable can overrule the destruction of records if s/he determines that they need to be kept for "reasons of national security". In such cases, records will be kept for two years, but this can be repeatedly extended.

Individuals can also have their data retained indefinitely merely by being repeatedly re-arrested. As noted above, individuals who have been arrested before will be identifiable by retention of their PNC records.

These provisions appear to lack the safeguards that the Court has indicated are necessary. 

Destruction of samples

The provision for destruction of DNA samples has been widely welcomed. GeneWatch UK supports this provision.
Children

The provisions in the Crime and Security Bill fall far short of addressing the concerns raised by children’s organisations with respect to the rights of the child (see, for example, the submissions to the Home Office’s consultation made by the NSPCC
, the Standing Committee for Youth Justice
 and 11 Million
 (the UK Children’s Commissioners).
For comparison, the Committee may wish to note the number of DNA profiles retained from children in Scotland (where most children are dealt with via the Children’s Hearing system), shown in Table 1. The population of Scotland is about a tenth of that in England and Wales. Nevertheless the differences are striking.
Table 1: DNA profiles retained from children and young people* 

	Age Group
	Scotland
	England and Wales

	17
	914
	111,900

	16
	187
	83,825

	15
	37
	59,251

	14
	19
	35,867

	13
	7
	18,513

	12
	2
	8,269

	11
	1
	2,736

	10
	0
	480


*The number of DNA profiles collected in Scotland is larger than in the table, but most are not retained

Source: Scottish Parliament May 2009

Indefinite retention of DNA profile, fingerprints and police records from people with cautions and minor convictions

The 2000 ACPO Guidelines on retention of police records required most police records of cautions to be deleted after 5 years, and convictions for minor offences to be deleted after ten (provided no further offences had been committed). Exceptions were made for serious offences, or multiple offences, where records could be retained indefinitely. Under the guidelines in use when the DNA Database was first set up in 1995 (Home Office Circular 16/95), DNA Database records were also supposed to be deleted when PNC records were weeded, but this was never implemented due to a failure to link the computer systems. As described above, adoption of the Criminal Justice and Police Act 2001 (which allowed the indefinite retention of DNA profiles and samples following acquittal or if charges were dropped) led to the abandonment of the ACPO Guidelines and any nominal provisions to weed DNA profile or fingerprint records from persons with reprimands, final warnings, cautions or convictions. As noted above, all records from everyone arrested for any recordable offence in England and Wales are now retained indefinitely (in contrast, Scotland still has weeding rules).
Parliament has never considered whether or not all persons aged ten or above who have been given a reprimand, final warning, caution or conviction for a recordable offence should have their records retained indefinitely. The decision to do so was a purely administrative one. Nor is the retention of records, including DNA profiles and fingerprints, necessarily compatible with Article 8 of the European Convention on Human Rights. As noted above, the evidence supplied by the Home Office in its consultation, does not show that unconvicted persons are likely to commit offences, however it does show that risk of re-offending reduces over time and therefore supports the original ACPO guidelines for weeding police records.
The Equalities and Human Rights Commission has expressed the view that the indefinite retention of all such persons’ records is incompatible with the European Convention on Human Rights
, and has obtained a legal opinion to this effect
. The Opinion relies on the wording of The Committee of Ministers’ Recommendation R92(1)
, which was referred to in the judgment. 
Sampling outside police stations

The Bill appears to allow the collection of samples and fingerprints whether or not a person is in police custody, i.e. potentially outside police stations, including on the streets (Clause 2, Subsections 2(2) and 2(5) refer to fingerprints taken from a person “not detained at a police station” and a non-intimate sample taken from a person “whether or not he is in police detention or held in custody by the police on the authority of a court”).

Provisions to collect DNA outside of police stations have been consulted on separately, but the responses have not been published to date.
,

Collection of DNA outside police stations would raise concerns about the lack of provisions to protect vulnerable people (including children and people suffering from mental illness); security of data; and the safety of police offices and passers-by in situations where officers use ‘reasonable force’ to obtain a sample. 
GeneWatch UK recommends that the Committee seeks clarification regarding whether the wording of the Bill allows, or is intended to allow, the collection of DNA from individuals outside of police stations.

Provisions to expand collection of DNA
The collection of samples other than in connection with the investigation of a specific offence is controversial. Recommendation R(92)1 states: “Where the domestic law admits that samples may be taken without the consent of the suspect, such sampling should only be carried out if the circumstances of the case warrant such action”.

In GeneWatch’s view, the provisions allowing samples and fingerprints to be collected retrospectively from anyone who has been given a caution, reprimand, final warning or conviction for any offence since 1995 (including children) are impractical, disproportionate and a waste of public money and resources, including the police time which will be spent tracking down persons not suspected of having committed an offence. Any potentially serious offender will be given 7 days to abscond, whilst some vulnerable individuals may suffer serious impacts on their mental health.
 
It should be noted that anyone who is suspected of committing a crime can already be arrested and have their DNA taken if there is any suspicion that they have committed an offence. Persons in detention can also be sampled under current legislation.

Whilst the collection of DNA and fingerprints from some persons convicted of serious crimes overseas may be warranted, these clauses are of no practical benefit as drafted, because they provide the police with no means to identify such individuals. Other Governments may be unwilling to cooperate with such proposals unless and until the DNA database is compliant with the European Convention on Human Rights.
International implications

Implementation of the Marper judgment in the UK will send a signal to countries elsewhere in the world, including other Council of Europe members and countries further afield.

In this context, the Committee should be aware that the UK has acted internationally in a manner which is set to increase the market for DNA profiling without the necessary safeguards for human rights being in place. The 2003 UNESCO International Declaration on Human Genetic Data states: “Human genetic data, human proteomic data and the biological samples collected from a suspect in the course of a criminal investigation should be destroyed when they are no longer necessary, unless otherwise provided for by domestic law consistent with the international law of human rights”. The draft originally required destruction of DNA samples and data from innocent persons that had been collected during criminal investigations, but was altered following lobbying by the UK government.

Regrettably, this has allowed DNA profiling companies to lobby for the creation and expansion of DNA databases around the world without any meaningful safeguards. 

Globally, there are now 26 countries with plans to set up DNA databases for forensic purposes. Countries planning universal databases include Uzbekistan
 and the United Arab Emirates.
 Britain’s Forensic Science Service (FSS) signed a two year contract with UAE to develop a DNA database in February 2006.
 The contract was subsequently extended to end 2009.

GeneWatch UK suggests that the Committee should attach particular importance to scrutiny of the Crime and Security Bill 2009/10 in the light of the international precedent that implementation of the Marper decision may set for other countries.
Recommendations
The Human Genetics Commission (HGC) has recommended that the Government establishes a Royal Commission to “give focus to, and to learn from, the public debate, and to ensure that its outcomes will be taken forward and reflected in future framework legislation”.
 The HGC, Nuffield Council on Bioethics and others have recommended that the DNA Database be put on a statutory basis. However, the need to ensure that innocent people’s DNA profiles are deleted in order to ensure that the Database is compliant with the judgment of the European Court of Human Rights is also urgent. GeneWatch UK therefore recommends that:

1. In the Crime and Security Bill 2009/10:

· The deletion of all DNA samples within 6 months is adopted;

· The provisions for retention of innocent people’s DNA profiles are amended to implement automatic immediate deletion of most DNA profiles unconvicted persons, with an exception for some serious or violent sexual offences, based on Scotland’s approach;

· The Bill is amended to ensure that Police National Computer (PNC) records are deleted at the same time as DNA profiles and fingerprints;

· Deletion of all records is applied retrospectively to all innocent persons on the relevant databases;

· The provisions relating to the expansion of DNA collection are deleted, pending review (see below).

2. A Royal Commission is established with a view to putting the National DNA Database on a statutory basis. It considers:
· DNA collection, including whether this should take place on arrest or charge, or for a narrower range of offences; whether collection should apply retrospectively and/or to some persons convicted overseas; and whether there should be special provisions for children.

· Uses and restrictions on uses.

· Retention guidelines for 'convicted' persons (including persons given cautions, reprimands and final warnings).

· Governance, including a process for appeal against retention of data.


The Commission’s proposals should be followed by a public consultation before further legislation is drafted.
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